







Three recent failures in risk management—at Barings Bank, Kidder Peabody, and Metallgesellschaft Refining & Marketing—point to a similar underlying cause:  the failure of the firms to manage their organizational knowledge. Better risk mitigation might have been achieved in all cases by a more structured approach to determining the changing knowledge requirements of the business, equipping people to transfer the knowledge they had and access the knowledge they needed; and providing a culture and reward system that encouraged knowledge-sharing across the organization.  

A Series of Risk Management Disasters
In the aftermath of the Barings failure, following close on similar disasters for two other major financial institutions, many commentators are searching for the thread of commonality.  What’s really behind this spectacular series of losses by firms known for decades for their conservatism?  Some blame the nature of the investment instruments themselves, offering the financial equivalent of a gun control argument:  derivatives, they believe, are just too risky to put into the hands of traders.  Others chalk up the failure to management hubris, which assumed invincibility in pursuit of escalating profit potential.  Our own theory, however, is at once more damning and more hopeful. We believe that while playing these high-risk games with their money, the firms involved were catastrophically mismanaging an even more valuable asset:  their organizational knowledge.

Consider, for example, the series of events at Metallgesellschaft Refining & Marketing (MGRM).  There, management pursued an innovative risk management approach that led to its taking huge positions in derivatives (mostly oil futures contracts). But as the exposure reached higher and higher levels, the subsidiary’s owner and supervisory board stepped in to cut the losses (at the same time removing all possibility of eventual recoupment).  Clearly, there had been no knowledge transfer between the entities about the hedging strategy, the risk involved, and the acceptable/probable payback horizon. The fact that the jury is still out on which side was right, after a year’s worth of finger-pointing between parent and subsidiary, only confirms the basic knowledge gap that led to the losses in the first place.

Bad knowledge management was also the problem at Kidder Peabody, where Joe Jett’s $350 million in phantom profits were Wall Street’s equivalent of the emperor’s new clothes. Given his reputation as a “golden boy,” no one wanted to trust his or her own perception that there was some serious exposure going on.  All the pointers were there—not simply in the improbability of such profits being generated by government bond trading, but also in Jett’s own track record of failure prior to joining Kidder.  But the knowledge wasn’t gained, because the questions weren’t asked, and the perceptions weren’t given credence.

Similarly, at Barings, it seems clear that management was too willing to assume infallibility on the part of a star performer.  But perhaps even more disastrously, it failed to recognize a serious knowledge gap in its Asian operations with respect to derivatives trading.  Despite the fact that a core group of knowledgeable managers had departed that desk, the firm assumed an intact knowledge base, and took no action to shore up or oversee the quality of decisions being made. 

That firms like Barings, MG, and Kidder Peabody did not do a better job of managing knowledge is an outrageous failing.  What, after all, is their basis of competition if not superior insight?  We often see manufacturing firms discounting the role of knowledge in their strategies and operations, and are somewhat able to understand their myopia; their balance sheets, after all, force a focus on physical assets like raw materials, capital equipment, and inventory.  But it is utterly dismaying to see, in firms where knowledge management is essential—in this case, as the primary hedge and tool for managing escalating risk—such haphazard approaches being taken toward it.

The Case for Knowledge Management
Certainly, there are precedents elsewhere for more explicit and effective knowledge management.  In industries as diverse as automotive manufacturing, chemical processing, electric utilities, and architectural engineering, firms are pursuing initiatives with the stated goal of enhancing their access to, transfer of, and use of organizational knowledge:

· Hughes Space & Communications, the world’s largest manufacturer of communications satellites, is busily constructing an internal “knowledge highway” to help its people keep from “reinventing the wheel” on projects that are highly individualized, complex, and of multi-year duration.

· Bechtel, the architectural engineering firm, has defined and implemented structured knowledge processes to ensure that its project teams bring to their design decision-making all the benefit of discoveries made by other project teams past and present.

· Northeast Utilities, faced with post-deregulation upheaval in its industry, is reengineering its fundamental work processes with an eye to how they must be infused with new learning and supported by cross-functional knowledge sharing.

Why the sudden emphasis on knowledge management?  After all, haven’t firms’ greatest competitive assets always been the judgment and experience of their people?  The answer comes in two basic forms:  first, because knowledge management at the organizational level is more necessary now than ever; and second, because it is also more possible.

Increasingly, firms are recognizing that knowledge and the ability to refresh that knowledge through learning represent the only source of sustainable competitive advantage.  Knowledge is the key to innovation and to replication—and the basis of today’s information-intensive goods and services.  At the same time, however, these firms know that it is no longer enough to leave the knowledge important to their business housed simply in employees’ minds.  Workforce mobility on the one hand, and the rate of business change on the other, mean that individual brains can no longer be relied upon to provide consistent, comprehensive insight.  Instead, the knowledge dispersed across the employee base must be leveraged to the organizational level, where it can be synthesized, accessed, augmented, and deployed for the benefit of all.  As a few leading firms begin to grasp the potential of knowledge management and raise the bar for the rest, this competitive imperative becomes even stronger.

Fortunately, at the same time, firms are discovering that knowledge management is more possible than before.  Until recently, the assumption about knowledge has been that it is a simple reservoir; that it is just “there,” in a state that cannot be improved much (except possibly by adding new knowledge, through hiring, acquisition, or internal training and development).  Now, largely due to breakthroughs in information technology, the capability to do much more is clear.  Elsewhere, it has been noted that there are now at least five things that can be done effectively with knowledge at the organizational level: generate it; access it; represent and embed it; facilitate it; and transfer it.
  Likewise, the methods and approaches for doing these things well are being rapidly developed and documented through the work of academics, researchers, and consultants.

If there is yet another major contributor to the new need for knowledge management, it is societal/cultural.  Given an increasingly diverse and unevenly educated workforce, the mismatch between the skills required by most employers and the knowledge base of the average job-hunter has never been greater.  To some, this points to a need for firms to take on more of the onus of investing entry-level employees with basic capabilities;
 to others, the only solution appears to be further specialization and outsourcing of all but core competencies.  Any solution, however, must begin with a basic attempt to understand how knowledge fuels the business model; to view knowledge as an organizational (as opposed to merely individual) asset; and to cultivate that knowledge accordingly.

The Knowledge Imperative in Financial Services
If knowledge management is of growing importance to every kind of business, its impact is even more obvious in the financial services industry.  This is because effective management of knowledge is the key to managing risk—without killing off agility and initiative.

It hardly need be repeated by now that the driving issue in financial services today is risk management.  Thanks to a number of major trends—both technical and political—the financial services world is more volatile and prone to disaster than ever before.  On the technical front, the major factor has been the extraordinary growth of high-speed, low-cost computing.  Constantly escalating processing power has allowed financial services, products, and processes to become more and more complex, quickly leaving the realm of human comprehension.  At the same time, because these computers are lightning-fast in their ability to execute transactions, speed has become a competitive factor of unprecedented importance.  Finally, because the computing power comes at a plummeting price, information technology has created a level playing field where none existed before.  Imitation and adoption of systems by smaller firms happens easily and over a short period of time.

Political trends have only accelerated the trend toward greater volatility.  Deregulation, by removing traditional barriers, permitted the globalization of capital markets rendered possible by information technology.  And the floating of currencies and release from the Bretton Woods agreement removed some traditional sources of stability in currency trading.  The most infamous result of the new market conditions is the advent of ever-more complex derivatives—instruments that were hitherto unknown to or unwanted by investors.

In summary, what becomes obvious is that today’s risk is a result of a need for haste in dealing with instruments that defy simple human understanding.  This represents a dilemma:  take the time to study the investment thoroughly, and the window of opportunity may slam shut; act with haste, and the full implications, when they become clear, may become painfully so. 

The interesting thing is that, of the three factors involved in the risk equation—the speed (and therefore, freedom) with which traders are allowed to act; the complexity of the instruments; and the limits of individual understanding—suggested solutions to date have focused on only two.  Many have suggested, on the one hand, that increased controls should be implemented by firms to tie the hands of rogue traders like Nick Leeson.  Others have argued for a crackdown on derivatives in general, on the grounds that they are too complex to permit rational investment by even the smartest investors.  We would like to suggest that a third avenue exists for risk mitigation, that avoids the compromises demanded by these other solutions.  This is to enhance the ability of both front-line traders and managers to apply judgment to their investment and risk management decisions which draws on a knowledge base far broader than their own experience and intellect.

Clearly, the call for increased regulation of derivatives misses the point.  In fact, in all the cases reviewed here, the derivatives involved were not the arcane types that have gained the reputation for being impossible to comprehend.
  And in any case, there have been instruments for decades that are similarly abstracted from the reality of the underlying assets. 

Similarly, the solution doesn’t lie in blindly piling on additional internal controls and levels of approval.  Admittedly, it seems absurd that a firm would allow a single trader to place its entire capital base at risk (as Barings did), but would it really have been preferable if a hundred traders (or, for that matter, a hundred computers), acting under greater constraints, collectively lost the same amount? The market reality is that the need for speed and flexibility, and the computing power available to traders, argue strongly for maximum front-line empowerment.

Now, however, the expectation that front-line traders have sufficient knowledge unto themselves to make optimum risk management decisions is unrealistic.  Yet the need for speed and flexibility remains—indeed, grows. So which side gives?  Neither, if we are able to equip decision-makers with the full knowledge they need—and ensure (through rules, rewards, and incentives) that they use it. The best results are achieved when good judgment is brought to bear on risk management decisions rapidly. If a firm can back up its fast moves with fundamentally sound knowledge strategies and processes, its positions will be inherently less risky.

Could Better Knowledge Management Have Helped?
In the examples of Metallgesellschaft Refining & Marketing (MGRM), Kidder Peabody, and Barings Bank, the role that better knowledge management could have played in mitigating risk varies, but is equally clear.  MGRM is a firm that had excellent knowledge resources at work, but no effective means of transferring that knowledge across parts of the organization.  Kidder Peabody, on the other hand, seems to have been a firm that stripped out a critical layer of organizational knowledge, and that placed insufficient value on knowledge at many levels.  Barings suffered from an insufficient knowledge base in a critical area of its operations, and allowed that gap to go uncorrected. 

Metallgesellschaft Refining & Marketing 

MGRM’s experience is perhaps the cleanest example of a failure of knowledge management.  By the end of 1993, its parent company had stepped in and, against the wishes of MGRM management, taken $1 billion in losses on energy futures contracts purchased by MGRM for hedging purchases. While the familiar “smoking gun” shows up in the form of derivatives trading, it’s far from clear that the fuel-traders involved were ignorant of their risk, or acting in anything but what they perceived to be the strategic interests of the firm.  The problem was that what the two management groups involved “knew” to be the best thing for the firm did not proceed from a common base of knowledge—about the banks’ ability to supply liquidity, the parent companies’ willingness to take on risk, or the riskiness of the hedging strategy being employed.

The very fact that argument continues to this day about the wisdom of MG’s risk management approach makes it hard to accuse either party of a lack of knowledge. According to some observers, including at least one Nobel Prize-winning economist, MGRM was innovative and sophisticated in its use of derivatives.
 Whether the MG Supervisory Board did not understand the strategy, or simply disagreed with it, the failure seems to have been in a lack of knowledge exchange.

Established procedures for knowledge-sharing between MGRM and its supervisory board (made up of executives from its parent company Metallgesellschaft, and from Deutsche Bank) would have either illuminated the strategy for the Supervisory Board and won its support, or revealed to MGRM that it would ultimately not be supported if “the going got rough.”  Without that exchange, both parties discovered their basic philosophical difference far too late in the game.  The knowledge management solution, stated most simply, is what one business commentator has called “management as conversation.”
 The idea is that the “truth” is more likely to emerge from dialogue than in isolation.

Kidder Peabody

Kidder Peabody’s experience, more than anything, goes to show that what you don’t know can hurt you.  Unbeknownst to his superiors, the head of Kidder’s government trading desk, Joe Jett, was inflating his own profits to the tune of $350 million.  Eventually, an objective post mortem concluded that the false profits were allowed to grow over a period of two years due primarily to “lax oversight, as well as poor judgments and missed opportunities.”

The independent reviewers suggested reforms to the supervisory and control procedures at Kidder Peabody, which are certainly justified.  Among them are some important improvements in knowledge management.  For example, the report states that it is “imperative that a supervisor understand a trader’s trading strategy, particularly before allocating more of the firm’s capital to that trader.” Jett’s supervisor, unfortunately, repeatedly allocated more capital to Jett’s use, despite the fact that he did not (he could not) understand how Jett was making money with the firm’s capital.
 It also suggests some key changes to daily internal reports to bring them into line with the real knowledge needs of management:  “Management level reports distributed on a daily basis should include a breakdown of positional, trading, futures and interest components of P&L.”
 One apparent problem was that, as risk management became more central to daily decision-making, no knowledge process was in place to update the information requirements.

More explicit attention to knowledge management might also have corrected for a factor commonly cited for the failure of Kidder’s internal systems of control:  the elimination of middle management.  Many firms are finding, post-downsizing, that all those middle managers who had seemed to be simply pushing paper were in fact playing a valuable role in synthesizing and transferring knowledge.  In their absence, new knowledge mechanisms can certainly be put in place—but they cannot be expected to spring up as naturally as their predecessors.

Knowledge acquisition doesn’t seem to have been a problem at Kidder, where Edward Cerullo, head of Kidder Peabody’s fixed income division, enjoyed a reputation for recruiting the best brains in the industry.  But undercutting Kidder’s ability to access that knowledge was its cultural predilection for “cowboys.” Cerullo, noted one observer, had “fostered a culture that rewarded the overly aggressive behavior of someone like Jett.”
  This is not terribly surprising, given Cerullo’s own background. In his early days, he was revered by associates as “the guy with a black box in the back room.” A futures arbitrageur, he had a sophisticated knowledge of the mathematical underpinnings of the instruments—which no one else shared.  By the time of the Jett incident, the problem was so pronounced that Fortune magazine speculated that “somewhere in the highly successful and celebrated GE culture something is not right.”

To be sure, knowledge-sharing is almost unheard of in firms where departments and individuals compete against each other more fiercely than they do against competitors.  Investment Dealers Digest quotes a typical attitude on the part of trader:  “Your ability to trade is your franchise.  You’re not interested in sharing how you make money.”   This attitude is strongly enforced by the reward system: a former Kidder Peabody trader explained that firms like Kidder “operate on P&L alone.  Your total sense of value, your total reputation, is in your P&L.”
 

The situation is similar in many firms: while management may pay lip service to the value of teamwork, there is an underlying belief that performance is really driven by lone rangers.  And further, that internal competition must be in place to attract these superstars—that only underperformers are attracted to teamwork environments, where they can be carried by the efforts of others.

This is a dangerous attitude to perpetuate. While, certainly, any firm wants to promote individual ambition and achievement, the fact is that today’s risk management strategies and tactics are simply too complex to be comprehended by one human brain.  And that, even where a superior brain exists, it would be folly for a firm to count on its continued performance. Such overreliance backfires violently when the employee leaves—or even threatens to leave—the firm for a competitor.

The fact that Kidder’s culture undervalued knowledge was demonstrated in other ways. Fortune magazine revealed that Michael Carpenter, CEO at the time, did not hold the proper NASD licensing to manage a broker-dealer, and that head of retail sales Charles Sheehan had never taken the most basic of licensing exams—the Series 7.  As well as having definite legal implications, licensing is the industry’s accepted measure of intellectual capital. The point may seem a minor piece of bureaucracy to some, but not to those who wish to send a message about the value of knowledge.

Barings Bank
At Barings, the cultural problem does not appear to be a failure to value knowledge, but rather, an unjustified sense that its management of organizational knowledge was superior to others.  According to The Economist, Peter Baring, chairman of Baring Brothers, noted in October 1993: “Derivatives need to be well controlled and understood, but we believe we do that here.”
  Unfortunately, subsequent events were to prove him disastrously wrong.  In fact, in Barings’ Singapore operations, the knowledge base about derivatives had been seriously compromised by attrition in the management ranks.  As reported by Euromoney, “The pool of derivatives-based knowledge in the region virtually disappeared.”
  

Making matters worse, the firm was also passing up opportunities to increase its knowledge.  For example, it had chosen not to join the International Swaps and Derivatives Association, through which it might have been exposed to new developments in derivatives control.
  And while it received a list of recommendations on managing derivatives risk from the respected “Group of Thirty” think tank, it reportedly ignored many of them.
 

Unfortunately, at the same time that the knowledge base was dwindling in Singapore, management in London was suffering from a lack of insight about Nick Leeson’s activities there.  Ironically, the knowledge of Barings’ extraordinary position was widespread in the Singapore financial community, where other firms’ traders were astonished by it.  But Barings senior executives remained blissfully ignorant, despite the fact that, a year before the collapse, they had had to ask the Bank of England whether they could legally advance substantial payments as collateral for derivatives trades on Japanese exchanges.
  (They were in danger of breaching “large exposures” provisions of British banking law.) If that pointed to any knowledge that something was rotten in Singapore, it didn’t translate into definitive action.

Why was it that Barings’s internal controls systems did not send up any red flags?  The answer points to the essential difference between the value of data and the value of knowledge.  Because Nick Leeson was in the unusual position of overseeing both trading and settlements for his office, he was able to rig the reports to cover his tracks.  Naturally, the situation was a violation of good information management, but it’s also unfortunate that Barings management had only the information system to go by.  More explicit attention to knowledge processes might have pulled in more sources of insight beyond the data coming in over the internal computers. Someone might, for example, have noticed Leeson’s bogus account used for hiding his losses, which was named with a Chinese lucky number:  88888.
  More importantly, management might have been less easily appeased by Leeson’s minimal explanations of why his positions were completely out of line with any past experience, by Barings or any other firm.

Why Can’t Knowledge Be Represented Wholly By Controls?
Given the experience of firms like MG, Kidder Peabody, and Barings, it seems clear that more effort must be made to bring the full knowledge of the organization to bear on risk management.  And clearly, this is the basic reasoning behind the call for increased internal controls. Our contention, however, is that such constraints alone will never prove equal to the challenge. 

This is because controls by definition impede flexibility, by restricting the range of possible actions in the short-term. Essentially, controls are a way of removing a decision from the realm of human judgment—which is often a good thing (where the inputs to and outputs from the decision are clearly quantifiable and where that clarity is in danger of being muddied by the biases, passions, and flawed interpretations that go along with human knowledge).  But in areas where much that is not quantifiable or constant must be factored into a decision, the onus is on good contextual judgment to reduce the ambiguity.

If we accept that risk management will never be wholly divorced from human judgment, then the quest for the ultimate control system is misplaced. Rather than attempting to build every contingency into an effective control, the effort should be directed toward building a process by which judgment can be brought to bear on decisions rapidly, but in an ad hoc manner.  Some firms do this effectively through an escalation process, whereby unusual occurrences are highlighted (whether by middle management or information systems) and brought to the attention of management.  Rather than an automatic response, the escalation triggers a dialogue among various responsible people who together decide, based on their collective knowledge of past experience and current exigencies, what action if any to take.  

Even better are the firms who make the formulation of new controls an output of a broader knowledge process, which explicitly and continually reevaluates what parts of the business are generating new levels of ambiguity (and therefore new knowledge needs), what past experience can be codified into controls, and whose knowledge should be brought to bear on exceptions.  Such efforts recognize that the knowledge embedded in the systems and models underlying controls is limited. Explicit knowledge processes correct for and manage around those limitations by continually questioning the assumptions underlying them.

In effect, what these firms have done is to evolve from a controls mindset toward a recognition of the value of an integrated framework.  Through a concerted effort to manage organizational knowledge, judgment and control are balanced to serve the decision-making needs of both front-line traders and top management.  

Achieving “Informed Agility”
If better management of organizational knowledge is the key to better risk management, we are not the only ones to realize it.  Already, we are seeing firms taking action to bring more of the knowledge inherent in the organization to bear on critical investment decisions.

The key to doing this effectively is, again, not simply to impose an ever-growing list of internal and external controls to restrict the freedom of front-line traders.  More controls and regulations quickly add up to information overload for management, with the effect described in other disciplines as “analysis paralysis.” 

Instead, the key is to begin with a broader view of the knowledge requirements of the business model, and to focus on improving access to, transfer of, and use of knowledge in those areas that are most important to the business (and/or those areas where better knowledge management provides the greatest performance impact). Clearly, in a financial services firm, better knowledge relating to risk management would top the list. With those priorities in place, a more manageable set of information (for purposes of control, review, or record) can be specified for frequent delivery to top management.

Communication and Training

A perfect example is J.P. Morgan’s practice of distributing a one-page memo daily at 4:15 pm, detailing how its various risks have changed as a result of swings in global financial markets.
 In other industries, broader areas of operations are addressed by so-called “corporate dashboards”, in which key performance measures are updated daily to support decision-making.

But imparting knowledge about risk management is not simply a question of distributing bulletins; it also entails education about how they should be interpreted. This means teaching people about the instruments involved, the outcomes of past experiments, and the degree of risk acceptable to the firm.  All firms subject personnel to training for purposes of licensing; those who truly value knowledge continue that process internally.  One idea is to tie knowledge acquisition explicitly to trading power, by granting higher capital allocations to those who pass higher levels of risk management training. 

Training for supervisors, meanwhile, must be refocused to lay greater emphasis on what has changed since their last course—or more importantly, since they themselves were actively trading.  On the old principle that “it takes one to know one,” supervisors are generally able to spot an abuse in a realm in which they once operated.  But they may be utterly unaware of potential abuses regarding a new instrument or market. An attempt to cover the entire supervisory realm in a training course may actually be counterproductive if it buries the new and important knowledge under a mountain of the routine and habitual.

“Informating” Systems

Knowledge-based information technology tools are also breaking new ground in risk management. Decision support systems, for example, are providing real-time information at all levels in the organization. At the top, sophisticated Executive Information Systems roll up information generated by the trading desks, and allow it to be viewed by trader, by desk, or by product.

Such systems depend heavily on databases populated with a wide variety of information types (drawing on global sources, providing instantaneous updates, and housing data in such a way that it can be “sliced and diced” in any number of ways). Sitting on top are “intelligent agents” that filter the data according to the policies of the firm. Rather than simply aggregating the data—allowing unusual activity to be glossed over—the best of these systems employ reasonable parameters so that unusual activity will trigger exception reports that get noticed.

Also in growing use are sophisticated modeling programs that construct “what-if?” scenarios, the outcomes of which are translated into steps to head off potential crises. Naturally, the key to the growing effectiveness of such tools is the ability to refine the assumptions on which they are based continually in light of experience.  Even the purest of mathematical formulae must ultimately be subject to human judgment, experience, and knowledge.

In general, the direction of information technology strategy must be away from mere automation toward what Shoshana Zuboff has described as “informating.”
  Briefly, automating is an attempt to replace the role of individual judgment, whereas informating is an attempt to equip it.  Where informating is the goal, the system is designed to enhance the knowledge and decision-making abilities of the user. Automation, on the other hand, is the organizational knowledge equivalent of strip-mining:  it extracts the resource without leaving a source of renewal, and therefore depletes it over time.

Knowledge-Focused Organizations

Organizational changes can also play a role in knowledge management. We are seeing an increasing interest in setting up a separate, centralized Risk Management organization, for example, for purposes of monitoring and advising on positions.  In effect, such a group is wholly devoted to knowledge transfer, upward and downward.  Its responsibilities include:

· determination of what knowledge is required with regard to risk; 

· collection of that knowledge from sources internal and external; 

· refinement of knowledge, including stress-testing the firm’s existing models with worst-case scenarios;

· representation of current knowledge in documents, databases, and other clear and widely accessible formats; 

· embedding of that knowledge in processes, policy, and control mechanisms;

· dissemination of knowledge to decision-makers; and

· creation of an infrastructure to support all these activities.  

What types of people should comprise such a group?  Almost certainly, it must include individuals drawn from many functions, including cost accounting, operations, procurement, MIS, financial accounting, legal, etc.
  Here, the biological concept of “requisite variety” is the key; progressive evolution occurs where the environment is marked by diversity.  Better knowledge likewise emerges from the convergence of a variety of viewpoints.

A staff function, the group must interface with the firm’s Strategy group to set priorities; and with the IT group to design appropriate information systems and databases.  One major goal in this regard would be to translate all the noise currently being provided to traders into risk management terms.  For the average trader, whose background and motivation do not make risk management the first instinct, such a group can provide a valuable filter for making clear the risk implications of actions.  

Citibank is one organization that has taken steps toward establishing a centralized risk management function, putting in place a “process owner” who works with people across several related functions. Already, it has benefited from the integration of information from different areas, particularly in improving the netting process.

In firms where risk management is not a core competency (particularly in the corporate world), the organizational solution may be simply to outsource the task.  According to the Economist:
 

more and more firms are contracting out all or some of their risk management to independent advisers.  They judge that such skills, as well as being expensive to run internally, are beyond their day-to-day competence.  Provided they keep control of basic decisions, it is more efficient to leave the executions of strategy and the final choice of instruments to others.

Knowledge Culture Cultivation

Knowledge tools and structures will go far to create a new culture in which informed decision-making is valued, but explicit efforts to cultivate that culture are still needed.  In particular, rewards and incentives can send the clearest signal possible about what behaviors and outcomes are most valued by management.  At one consulting firm, professionals are expected to document their learnings about what works and doesn’t work in client settings—and are partially compensated based on how often their documentation is accessed from a central knowledge repository.  Similar incentives could be established among professionals in such a knowledge-intensive area as risk management. 

But culture is broader than compensation strategy, and responsive to other influences than paychecks. Management sends signals about what is important through its recruiting priorities, promotions, and possibly more than anything, through its own behavior. The establishment of a risk management decision-making body or similar Knowledge Committee, composed of high-ranking people representing various perspectives, can in itself send a message about the need for dialogue in areas of ambiguity and importance.

Whatever the specific knowledge tactics, the focus on the knowledge that is truly important to the firm allows the appropriate mechanisms to be put in place, without embroiling the entire firm in red tape or deluging it with floods of extraneous information.  Effective knowledge management, therefore, is the key to what might be termed “informed agility”—that competitive advantage that comes with being able to take rapid, sure action.

Gaining the Knowledge Advantage
The last word is far from in on the three cases of risk management failure noted here.  Indeed, investigators from our own firm are only now in the midst of an official investigation of the Barings collapse, which may take months to complete.  Not surprisingly, the first response to all three cases has been to focus on each firm’s internal system of controls.  With the benefit of 20/20 hindsight, observers are incredulous that the misdeeds, having been committed, were not caught and corrected sooner.  The standard charge is “failure to supervise” on the part of the rogue traders’ superiors.

But in the court of knowledge management, the charge might be recast as “failure to synthesize.” To synthesize, after all, means “to combine so as to form a new, complex product.”  This was certainly happening in the design of derivatives, which represent a complex synthesis of investment vehicles and market predictions.  But the synthesis that did not occur was the combination of knowledge from different parts of the firm to comprehend their composition, probable behavior, and contribution to overall risk management strategy.

In fact, we would suggest that the main lesson from cases like MG, Kidder Peabody, and Barings is that the information management at the core of traditional control systems will never be adequate to provide adequate risk management.  Too often, “success” (like that attributed to Joe Jett and Nick Leeson) skewers how information is interpreted, and produces the opposite of knowledge. To counter that potential for misinterpretation, the visionary financial services firm must take on a larger goal:  rather than simply providing checks against abuse, it must work positively to equip its people for success.  This means ensuring, through knowledge processes and management, that:

· The firm has the knowledge it needs (whether social, technical, or business-oriented);

· The knowledge is accessible to those who need it;

· The knowledge is in positions (geographical, functional, procedural) to be valuable and acted on (this is especially true in the newly evolving “virtual” firms); and

· A constant interaction occurs between content experts and their subject to keep knowledge sharp.

In short, those having knowledge (i.e., intellect informed by experience, judgment, knowledge of rules, etc.) in a firm must be engaged in a process that assures that the knowledge is placed in the service of people in places that need it.
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